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ICAO ANNEX 19 - CHAPTER 5 

5.1 Safety Data Collection and Processing Systems
5.1.1 State – shall establish safety data collection and processing systems.
5.1.2 State – shall establish mandatory safety reporting system.
5.1.3 State – shall establish voluntary reporting systems.   

5.2 Safety Data and Safety Information Analysis
5.2.1 State- shall establish and maintain process safety data and safety 
information.

5.3 Safety data and Safety Information Protection
5.3.1 State – shall accord protection to safety data and information. 

5.4 Safety Information Sharing and Exchange
5.4.1 State – shall forward analysed safety information to other state when 
identified safety matters.
5.4.2 State – shall promote the establishment of safety information sharing or 
exchange. 
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THEN and NOW

1. AIG 6.507: Has the State established an accident and incident database for
facilitating the effective analysis of information obtained,
including accident and incident reporting systems?

SSP. SDA. 01: What safety data collection and processing systems has the State
established to support safety data analysis at State level?

Reports Database Analysis
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2. AIG 6.509: If yes, is the database created in a standardised format to
facilitate data exchange? TAXONOMY.

SSP.GEN.13: How is safety information shared between the State and service
providers, and amongst service providers.
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3. AIG 6.511: Does the State analyse the information contained in
accident/incident reports and the database to determine any
preventative actions?

SSP.SDA.01: What safety data collection and processing systems has the State
established to support safety data analysis at State level?

Database
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Knowing the expectations, “what” needed to be done
▪ Database
▪ Standardisation Format
▪ Data Analysis
▪ Data Exchange
▪ Preventative Actions

Next Step
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2. ECCAIRS - Centralised Occurrence Reporting System (CORS)
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European Co-ordinated Centre for Accident and Incident Reporting Systems:
Application product developed and distributed by the European Commission’s “Joint
Research Centre (JRC)” to the authorities (Civil Aviation Authorities, Accident
Investigation Bureaus, and Air Navigation Service Providers).
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Mission: 
Assists National and European Transport 
entities in implementing the safety data 
collection, storage and dissemination 
requirement of: 
▪ Regulation (EU) 996/2010 on the 

investigation and prevention of accidents 
and incidents in civil aviation; and

▪ Regulation (EU) 376/2014 on reporting, 
analysis and follow-up of occurrences in 
civil aviation. 

Transitional Usage:
▪ 2008 – software suite was redesigned for 

customisation and other transport modes.

▪ 2011 – ECCAIRS 5 has been subjected to 
Licence Agreement for States outside the 
EU.

Taxonomy

Data 
Collection 

& 
Exchange

Data 
Integration

Information 
Exchange

Data 
Analysis

System Usage:
▪ European Union State – (France, 

Germany, etc….)
▪ Out of Europe – (Singapore, 

Brazil, etc….)
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REQUIREMENTS for ECCAIRS/ ADREP COMPATIBILITY

▪ Organisational Database must be ECCAIRS data output compatible;
▪ Submission of both Mandatory and Voluntary Occurrence Reports be in such

format.

HOW SO?

▪ Organisation can use ECCAIRS software (not mandatory);
▪ Use of any compatible safety management tool/ safety reporting tool/ safety

database, should be configured to produce ECCAIRS compatible file.

NB: Please contact your software service provide to ensure if your system is ECCAIRS (E5F or XML) compatible.

Provisions of the required ECCAIRS electronic format output.
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Data Quality & 
Management

▪ Data clean up and 
validation (Staging 
Repository and 
Departmental 
Repository).

▪ Data and information 
management flow 
(Internal).

Business Intelligence

▪ Data analysis.

▪ Support Risk 
Performance Based 
Oversight (RPBO).

▪ Support SMS and SSP 
implementation.

Data Storage, Security  
& Control

▪ Controlled access to 
data and information 
(User Role).

▪ Stores occurrences 
data, manage security, 
application behaviour, 
and user management.

• Stores occurrence data 
records in associated 
repository.

SYSTEM CAPABILITY

Application domain for Mandatory and Voluntary safety and security data/ information 
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SYSTEM BENEFITS

INDUSTRY

SACAA

Regional & International

•Single centralised portal for occurrence reporting

•Effective feedback

•Great safety intelligence from data

•Standardised reporting 

•Positive contribution to: SPM, RPBO, GASS, NASP, and etc..

•Effective data management

•Efficient data sharing and immediate analysis

•Eliminate duplications

•Better  trend analysis and D3M

•Safety Risk Management (SSP & SMS), RPBO, SPM, etc..

•Effective information sharing (internally and external) 

•Data and information-sharing and exchange 
(inter)national 

•Integrated and collaborative SRM

•Positive contribution to: GASP 

Completely detached from the application domain
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HOW TO REPORT OCCURRENCE via ECCAIRS

This reporting solution is meant for both Individuals and Organisations

▪ Online Web Reporting – WEBDAS;
▪ Offline Document Reporting – “smart PDF” to csr@caa.co.za or

AvsecBreachReporting@caa.co.za
▪ Standardised interface Data File Exchange.

NB: The use of one method does not exclude the use of the other methods.

Eight reporting forms (Aviation Security Breach Reporting, Aerodrome Reporting,
AIRPROX Reporting, Airworthiness Technical Reporting, Birds or Wildlife Reporting,
Flight Operations Reporting, General Aviation Reporting, and Runway Incursion
Reporting) forms.

NB: ATOs will use “Flight OPS Reporting” form

mailto:csr@caa.co.za
mailto:AvsecBreachReporting@caa.co.za
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Organisation Interface: and Integration Strategy to ECCAIRS 

The integration of the ECCAIRS XSD is possible in two
ways by the Organisation:

1. Mapping out the Organisation internal database
taxonomy against ECCAIRS file format,

2. Integrating the ECCAIRS taxonomy to the local
database,

3. A combination of 1 and 2.

NB:
▪ The strategy to implement the ECCAIRS file format is left to each Organisation;

the ECCAIRS file format should not be affected by the strategy chosen.
▪ Please contact your software service provide to ensure if your system is ECCAIRS

compatible.
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Support to Organisation

1. Technical support for the Organisation to build compliant.
a) Documentation and associated technical specifications;

b) Provision of additional technical advice offered by JRC to the Organisations,
these requests to be streamlined through the Authority.

Two clearly distinguished aspects:

2. Authority and Operator reporting process agreement.
a) Reporting flow from the Organisation to the Authority;

b) How many RIT attributes should be implemented?
c) How will the follow-up and final reports be supported by the “ECCAIRS file
format?
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End of presentation

Any future questions regarding CORS: sms@caa.co.za

mailto:sms@caa.co.za
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DEMONSTRATION ON HOW TO REPORT ON CORS
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www.caa.co.za
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Reporting Landing Page

Examples of what to 
report on. Sector based

Content on how to 
report on CORS

Link to access reporting 
portals

Contact details for AIID



CENTRALISED OCCURRENCE
REPORTING SYSTEM WEBINAR

Reporting portals

Downloadable 
“Smart PDF” 

Reporting Forms

Security: Report 
submission -

attachment (“Smart 
PDF”)

Safety: Report 
submission -

attachment (“Smart 

PDF”)

Online Reporting 
Forms 
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ONLINE REPORTING

1. Click on ECCAIRS login 
icon

2. Enter login credentials on        
this window 

3. Read instruction on the 
window and click 
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Put cursor on 
occurrence 

dropdown menu

Click Reporting 
Form to be used 

for reporting
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Place cursor on 
file,  Choose 

suitable option
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REPORTING OFFLINE/ USING “SMART PDF”

1. Click on “PDF” icon; 

2. Page with downloadable “PDF” form 
will be active on your screen;

3. Choose correct reporting form e.g. 
Flight OPS;

4. Save form on your computer;

5. Fill-in the form as according given 
attributes and save;

6. Send form as attachment to 
csr@caa.co.za or 
AvsecBreachesReporting@caa.co.za

mailto:csr@caa.co.za
mailto:AvsecBreachesReporting@caa.co.za
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Choose correct 
Template
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Each organisation is requested to nominate a person/s who will undertake
responsibility for management of CORS login credentials. The nominated
personnel/s details:
▪ Company Name
▪ Responsible Person/s: Name and Surname
▪ Designation
▪ Email address
▪ Contact number/s

To be send to SACAA, ASAP: sms@caa.co.za

16th November 2020

mailto:sms@caa.co.za
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End of Demonstration

Any future questions regarding CORS: sms@caa.co.za

mailto:sms@caa.co.za

